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Many scientific fields are using, or would like to use, personal or sensitive data in the research. Such fields
include for example genomics, health, social sciences and language research. The sensitive data that has been
cleared for secondary use, should be properly managed and made findable under the same principles than
non-sensitive research data. This naturally needs to be done under strict ethical and legal compliance and via
secure IT services. However, providing secure e-infrastructure for large cross-border research projects dealing
with sensitive data is still in great demand and remains in some extents an unsolved challenge. Moreover, the
emphasis on open science and FAIR data by the science communities and policy-makers increase the demand
for professional research data management in connection to sensitive data.

This workshop will discuss the current status, opportunities and challenges of secure e-infrastructure services
from various angles, and tries to form conclusions as well as inspire action for supporting open science with
sensitive data. The topics for the short presentations and panel discussions are selected to highlight different
sides of the topic. Topics include for example the following: openness in a sensitive data landscape, experi-
ences from Tryggve project both from service provider and user perspective, secure processing of distributed
data, impact of NeIC sensitive data activity, as well as Research Data Management and sensitive data.

The workshop programme includes short talks followed by panel discussion on a few selected topics. We plan
to use online tools for one channel for addressing questions to speakers as well as enable online surveys as
an option for speakers to interact with the audience.
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